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**Abstract**:

The proliferation of digital content consumption, particularly in the form of text and video files, underscores the paramount importance of securing these assets against unauthorized access and copyright infringement.

In response to this imperative, this intiative presents a comprehensive approach to file encryption, tailoring the cryptographic strategy based on the nature of the content. For text based inputs, a hybrid of RSA and AES encryption model is employed, combining key exchange strength with efficient encryption. Video based data is emphasized to utilize a blend between RSA and Elliptic Curve Cryptography (ECC) approach, adapting to the dynamic nature of video data through multiple key generation. The implemented system is realized through dynamic software featuring dedicated modules for text and video encryption and decryption

In this innovative approach, real-time key generation, based on unique identifiers, dynamically encrypts and decodes file chunks, adapting to evolving data. To assess the effectiveness of the system, rigorous evaluations of its security and performance were conducted. The empirical results underscore the proposed approach's superiority, showcasing advancements in both performance and security metrics. The initiative stands at the forefront of addressing contemporary challenges in the realm of file security, offering a resilient and efficient solution to combat copyright infringement and piracy risks through cryptographic implementation.
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